1. As the Data Controller, we will store and process your personal data in accordance with the Data Protection Act 1998. If you have questions about our Privacy Policy, please contact:
The Data Protection Officer
Simplyhealth Group
Anton House
Chantry Street
Andover
SP10 1DE
2. You may submit information, including personal data and sensitive personal data to us via the on-line application forms and Simplyhealth email addresses as an application ("application data"). Sensitive personal data is information as to your racial or ethnic origin, political opinions, religious, philosophical or similar beliefs, trade union membership, physical or mental health, sexual life, commission of criminal offences and/or involvement in criminal proceedings. 

3. In acknowledging an application we are not verifying the content, accepting the application or making any offer of employment or engagement. We are not obliged to accept any application(s). 

4. If you apply for a position through a recruitment agency, Simplyhealth will receive and share information you provide to them (including personal data) for recruitment purposes.
5. Data will be processed by us and a third party who may be outside of the UK and provide services to us and on our behalf.
6. By storing and submitting your information you are agreeing to your application data being processed for the purposes of: 

· communication regarding recruitment with Simplyhealth and you 

· consideration of your application(s) and your recruitment by Simplyhealth 

· in relation to your employment by Simplyhealth if you are successful in being appointed to a role with us.

· the provision of the services of WebSAF (WebSAF functionality allows candidates to upload commonly asked personal details into an online application form. This information is only uploaded to an employer's online form at the candidate's request. The candidate then has the opportunity to edit any of this information and must then decide to submit it to that employer).
We may monitor your use of this website and record your email address for our internal purposes. This may be done via "cookies". For further information on how cookies are used please click here.  This link will direct you to the Simplyhealth Privacy Policy which includes a section on ‘How we use cookies’. 

7. It is our aim to ensure that all applicants receive fair treatment, irrespective of personal characteristics; age, disability, gender reassignment, marriage and civil partnership, pregnancy and maternity, race, religion or belief, sex and sexual orientation or any other factor unrelated to job performance. Applicants will be selected only on merit and ability to perform the role. 

Data Protection and Confidentiality
1. We acknowledge that your contact details and application data (as defined above) ("your information") may be confidential. We will maintain the confidentiality of and protect your information in accordance with our normal procedures and all applicable laws. 

2. We may use your application data and contact details solely for the purposes of recruitment or provision of WebSAF services, respectively, as more fully described above. We may use information obtained about you from monitoring your use of this website solely for internal purposes including site performance, and evaluation of site use. Personal data collected by monitoring will be aggregate, no personal or sensitive personal data will be used other than for the purpose for which it was originally obtained. 

3. You have the right to access your personal data whether submitted as an application or otherwise by sending us a written request. There is a charge of £10 for administering such a request. If you believe that the personal data we hold is incorrect then please notify us. If data is found to be incorrect then we will take appropriate steps to resolve the situation.
4. We may retain your application for up to 12 months in case further suitable vacancies arise.  You should notify us if you would prefer your data not to be held on file and destroyed at an earlier date.
